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Abstract of the contribution: This paper proposes to add a network slice privacy support to the Scope of the eNS study.
1
Discussion

1) With LS S2-175309 (SA2 meeting in Cabo, June 2017) SA2 asked SA3 for advice on privacy or security aspects for slicing.

2) SA3 answered in LS S2-176970 (SA2 meeting in Ljublana, Oct 2017) that NSSAI privacy (both in NAS and RRC layer) will not be a part of Phase 1 and recommends not to send any privacy sensitive information in NSSAI in Phase 1.
3) As a result SA2 removed the whole clause 5.15.5.4 on Slice Privacy Considerations from TS 23.501 and we wait for a comprehensive solution for privacy of RRC level communications from SA3 in Rel-16.
4) Now that SA2 starts work on eNS study, the NSSAI privacy or security aspect should be studied and concluded as it is likely to be interlinked with the network slice isolation aspect that is in the eNS study objectives.. 
2
Proposal
The following change is proposed to be applied to TR 23.740 v0.1.0.
*** start of change ***
1
Scope

The scope of this Technical Report is:

-
Identify, prioritize and study the practical non-roaming and roaming deployment scenarios and system impacts when the 5GS is not able to support all possible combination of S-NSSAIs for the UE, and the aspects of mutually exclusive access to Network Slices.

-
Study the possible enhancement for the Network Slicing interworking with EPC for Connected and Idle modes.
-
Study on how to support network-controlled privacy of slice information for the slices the UE accesses.
*** end of change ***
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